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syntax zépisu portového prekladu (PAT default cesta:
1. access-list 1 permit 192.168.X.128 0.0.0.127 ip route 0.0.0.0 0.0.0.0 50/0/0 6 Lontrola
2. access-list 1 permit host 193.168.X.2 statické cesta: konektivity
T AT <pingIP>
3.ip nat pool <adminX> 188.88.X.65 188.88.X.78 ip route 188.88.X.64 255.255.255.240 50/0/1

netmask 255.255.255.240
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s
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IPv4 Private Address Space

There are not enough public [Pud addresses to
assign a unique address to sach device
cannected tothe Internet. Networks are
commonly implemented using private IPud
addresses, as defined in RFG 1915, Figure 1
shows the range of addresses included in RFC
1918, It is very likely that the computer that you
use toview this course is assigned a private
address.

These private addresses are used within an
crganization o site to dllow devices to
communicate locally. However because these
addresses do not identify any single company or
crganization, private [Pyt addresses cannot be
rauted aver the Internet. To allaw a device with
private IPud address to access devices and
resources outside of the lacal netwark, the
private address must first be translated to a
public address.

s shown in Figure 2, NAT provides the
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What is NAT?

AT has many uses, but its primary use is to
conserve public IPud addresses. It does this by
sllowing networks to use private [Pyt addresses
intemally and providing translation to a public
address only when nesded. NAT has an added
benefi of adding & degree of privacy and sscurity
10 a netwark, because it hides internal [Pua
addresses from outside netwarks.

NAT-enabled routers can be canfigured with ane
o more valid public IPua addresses. These
public addresses are knawn as the NAT poal
When an internal device sends traffic out of the
network, the NAT-enabled router translates the
internal IPua address of the device ta a public
address from the NAT pool. To outside devices,
sl traffic entering and exiting the nstwork
appears to have a public IPua address from the,
provided pool of addresses.

A NAT rauter typically operates at the border of a
stub network. A stub netwark is a netwark that
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Types of NAT Addresses
NAT Terminology

sa oa sa oa In NAT terminclogy, the inside network is the set
nside Local | Outside Local hnside GRtal | Outsice Glabal of netuwarks that is subject ta translation. The
1921881010 208.185.2011 209165200225 209.185.201.1 sttt ot oot ol it etonke
When using NAT, IPv4 addresses have different
designations based on whether they are on the
I e et private network, or on the public netwark

sA (internet), and whether the traffc is incoming or
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nide vewerc }EAIT—= (4

AT includes four types of addresses:

+ Inside lacal address

Lacal Addresses Global Addresses + Inside global address

+ Outside local address
+ Outside global address

When determining which type of address is used,
it is important ta remermber that NAT terminalagy
is ahways applied from the perspective of the
device with the translated address:
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